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CASE STUDY 

Oldcastle Infrastructure, Inc. strengthens security and 

centralizes remote access 
Oldcastle Infrastructure, Inc. uses Securelink to manage vendor privileged access 

for multiple users across 85 locations 

" ... We also had a lot of 
people out at the plants 
using TeamViewer, or 
LogMeln, or one of 
many other VPN or 
screen-sharing type 
solutions. That's why 
we brought in 
SecureLink, to try and 
get a handle on them." 
- Dan Ward, IT Security Manager 

for Oldcastle 

CHALLENGE 

To better support vendor privileged access management, Oldcastle 

needed to improve security and solve various vendor access pain 

points that were the consequence of using traditional VPN 

solutions. 

Securelink's vendor privileged access management platform's auditing 

capabilities, such as logging and recording all vendor connections and activity, 

were features Oldcastle Infrastructure needed in order to increase their security for 

external vendors and third parties that access servers and applications. 

"We're not very different from any other organization with IT. We have consultants 

and vendors that come in from the outside that support the foundation and need 

access to our on-prem servers," said Dan Ward, IT Security Manager for Oldcastle. 

Besides the necessity for improved security and vendor access processes, 

Oldcastle also sought a standardized platform to oversee 85 separate sites across 

the U.S. from a central location. Having different plans using various VPNs 

presented problems, especially when factoring in multiple vendors. 
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